
Workflow - Virtual Workload Protection Using Vmware Site Recovery Manager 6.1
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Phase 3 – Monitoring, Testing, & Recovery

Phase 1 - Planning

       Phase 2 - Protection

Start – Phase 2 ABR or vR?
Locate VM(s) in vSphere 
Web Client, Configure 

for vSphere Replication
vR

Put VM(s) to protect into 
datastore protected with 

IBM Global Mirror

ABR

In vSphere Web Client > Site 
Recovery, create protection 

group(s).

In vSphere Web Client > 
Site Recovery, create 

Recovery Plan.

- Configure Replication Direction
- Configure Replication Type

- Select VMs to protect
- Edit VMs in Protection Group if Needed 

for Recovery Networks, etc...

- Configure Recovery Site
- Select Protection Group for use for Recovery 

Plan
- Configure Test Networks

- Configure Target Datastore
- Configure WAN Compression and OS 

Quiesence
- Configure RPO

- Configure Point in Time Snapshots

Edit recovery actions for each VM protected:
- Boot Order

- Boot Priority Group
- IP Address Changes

Design Support Procedures and 
Issue Mitigation Process

Problems?

Yes

Move to Phase 2

No

Pre-Requisites

 Phase 1
 Determine whether to use 

ABR or vSphere Replication
 If configuring for IP Address 

changes during recovery, 
reserve IP Addresses

START HERE
Identify Need for Replication and 

Protection Service

Monitor and Report on 
Protection Status, RPO, 

and RTO.

Disaster?
Run routine recovery 
testing as scheduled

Failover to Recovery Site

Yes

No

EndRe-protect

1

3

2

Replication monitoring in both 
places within vCenter!!

 Identify applications and dependencies
 Identify workloads to protect
 Define recovery test plan and frequency
 Design disaster recovery plan
 Determine RTO/RPO
 WAN sizing based on change rates for 

initial synchronization time estimates.
 Design monitoring & reporting plan for 

replication jobs.

Pre-Requisites

 Phase 1 - Planning
 Create folder structure for 

ABR-protected VMs
 Create folder structure for 

vSphere Replication-
protected VMs and 
recovery locations.

 Deploy SRM in both sites
 Pair sites
 Deploy SRAs in both sites
 Pair Array managers
 Deploy vRA(s) in both sites
 Configure vRAs for SRM
 Fully test before 

configuring any type of 
protection.
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